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IN THE CLAIMS:

Please cancel claims 1-90 of the application as originally filed and add new claims

91-148 as follows:

-91. A method for managing a data object so as to comply with control conditions

for usage of the data object, comprising the steps of:

stofing the aata object in a memory device, where it is accessible by means of a
data object provider's data processor;

providing a variable number of control conditions for usage of the data object;

creating, by said data processor, a general set of control data for the data object
based on said variable number of control conditions for usage, said general set of control
data comprising at least one or more usage control elements defining usages of
the data object which comply with said variable number of control conditions,

storing said general set of control data in a memory device, where it is
accessible by said data processor;

concatenating the general set of control data with a copy of the data object; and

encrypting at least the copy of the data object and said one or more usage

control elements to create a secure data package which is ready for transfer to a user.

92. A method as set forth in claim 91, wherein the step of encrypting comprises

encrypting the data object and the general set of control data.
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93. A method as set forth in claim 91, wherein the step of creating control data

comprises creating an identifier which uniquely identifies the general set of control data.

94. A-method as set forth in claim 91, wherein the step of creating a general set of
control data comprises creating a security control element which identifies a security

process to be applied before usage of the data object is allowed.

95. A method as set forth in claim 91, wherein the step of creating a general set of
control data comprises creating a format control element which identifies the format of the

control data.

96. A method as set forth in claim 91, further comprising the steps of receiving in
said data processor a request for authorization for usage by a user; comparing the usage for
which authorization is requested with said one or more usage control elements of the
general set of control data and granting the authorization if the usage for which
authorization is requested complies with the usages defined by said one or more usage

control elements.

97. A method as set forth in claim 96, further comprising the step of securing

payment for the requested authorization for usage before granting the authorization.
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98. A method as set forth in claim 91, comprising the further steps of:

receiving the data package in a user's data processor;

storing the data package in a memory device where it is accessible by means of
the user's data processor;

decrypting said one or more usage control elements;

checking, ih Tesponse to a request by the user for usage of the data object,
whether the requested usage complies with the usage defined by the at least one usage
control element of the general set of control data;

decrypting, in response to the requested usage complying with the usage defined
by the at least one usage control element of the general set of control data, the data object

and enabling the requested usage, otherwise disabling it.

99. A method as set forth in claim 98, comprising the further steps of
reconcatenating, after the usage of the data object, the data object and the one or more
usage control elements, reencrypting at least the data object and the one or more usage
control elements, and storing the thus-repackaged data package in the memory of the user's

data processor.

100. A method for controlling the usage by a user of a data object s0 as to comply
with control conditions for usage of the data object, comprising the steps of:

providing a variable number of control conditions for usage of the data object;
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storing a data package in a memory device, where it is accessible by means of
a data processor of the user, said data package comprising the data object and control data,
which comprises at least one usage control element defining a usage of the data object
which complies with the variable number of control conditions, the data object and said at
least one usage control element being encrypted;

receiving a request by the user for usage of the data object;

decrypting the control data;

checking, in response to the request by the user for usage of the data object,
whether the requested usage complies with the usage defined by the at least one usage
control element of the control data; and

decrypting, in response to the requested usage complying with the usage
defined by the at least one usage control element of the control data, the data object and

enabling the requested usage, otherwise disabling it.

101. A method as set forth in claim 100, wherein the usage control element is

updated after the at least one usage of the data object.

102. A method as set forth in claim 100, wherein said control data comprises an
indication of the number of times the user 1s authorized to use the data object in accordance

with said at least one usage control element;
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wherein the requested usage of the data object is only enabled when said
number of times is one or more; and
.wherein said number of times is decremented by one when the requested usage

1s enabled.

103. A method as set forth in claim 100, wherein the control data comprise a
security control element, and further comprising the step of carrying out, before each usage

of the data object, a security procedure defined in the security control element.

104. A method as set forth in claim 100, wherein the step of checking whether the
requested usage complies with the usage defined by the at least one usage control element
comprises the step of checking that the user's data processor is capable of carrying out a
security procedure specified in a security control element of the at least one usage control

element, and if not, disabling the usage.

105. A method as set forth in claim 100, comprising the further steps of
reconcatenating, after the usage of the data object, the data object and the one or more
usage control elements, reencrypting at least the data-object and the one or more usage
control elements, and storing the thus-repackaged data package in the memory of the user's

data processor.
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106. A system for managing a data object so as to comply with control conditions
for usage of the data object, comprising means for providing a variable number of control
conditions;

first means in the data object provider's data processor for creating a general
set of control data for the data object based on the variable number of control conditions
for usage, said genera]' set of control data comprising at least one or more usage
control elements defining usages of the data object which comply with the variable number
of control conditions:

storing means, which are accessible by means of said data processor, for
storing the data object and the general set of contro]

data;
concatenating means.for concatenating the general set of control data with a
copy of the data object; and
encrypting means for encrypting the copy of the data object and at least said
One or more usage control elements to create a secure data package, which is ready for

transfer to a user.

107. A system as set forth in claim 106, wherein the general set of contro] data
comprises a control data element which defines the right to further distribution of the data

object by the user.
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108. A system for controlling the usage by a user of a data object so as to comply

with control conditions for usage of the data object, comprising:

means for providing variable number of control conditions;

storing means for storing a data package which comprises a data object and a
control data comprising at least one usage control element defying a usage of the data
object which complies‘with the variable number of control conditions;

means for decrypting the at least one usage control element and the data
object;

checking means for checking whether a usage requested by the user complies
with the usage defined by said at least one usage control element;

enabling means for enabling the usage requested by the user when the usage
complies with the usage defined by said at least one usage control element; and

disabling means for disabling the usage requested by the user when the usage

does not comply with the usage defined by said at least one usage control element.

109. A system as set forth in claim 108, further comprising means for repackaging

the data object after usage thereof.

110. A method for controlling the usage by a user of data objects so as to comply

with predetermined conditions for usage of the data objects, comprising the steps of:
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storing at least two data packages in a memory device, where they are
accessible by a data processor of the user, each said data package comprising a data object
and a user set of control data, which comprises at least one usage control element defining
a usage of the data object which complies with the predetermined conditions, the data
object and said at least one usage control elements being encrypted;

decryptiné the usage control elements of the user sets of control data;

examining the usage control elements of said at least two data packages to find
a match;

using, in response to the finding of a match, the data processor to carry out an

action, which is specified in the user sets of control data.

111. A method as set forth in claim 110, comprising the further steps of updating
the at least one usage control element of each data package, concatenating after the usage
of the data objects, each of the data objects and its at least one usage control element,
reencrypting each of the concatenated data objects and its at least one usage control element

and transferring the repackaged data objects to their creators.

112. A method for managing a data object so as to comply with predetermined
conditions for usage of the data object, comprising the steps of:
storing the data object in a memory device, where it is accessible by means of

a data object provider's data processor;
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providing control conditions for usage of the data object;

creating, by said data processor, a general set of control data for the data
object based on said control conditions for usage, said general set of control data
comprising at least one or more usage control elements defining usages of the data object
which comply with said control conditions;

storing safd general set of control data in a memory device, where it is
accessible by said data processor;

concatenating the general set of control data with a copy of the data object;

encrypting at least the copy of the data object and said one or more usage
control elements to create a secure data package which is ready for transfer to a user;

creating, in response to a request for authorization for usage of the data object
by a user, a user set of control data, which comprises at least a subset of the general set of
control data, including at least one of said usage control elements;
i using the user set of control data instead of the general set of control data in
said concatenating step;

using the at least one or more usage control element of the user set of control
data instead of the one or more usage control elements of the general set of control data in
the encrypting step; and

checking, before allowing transfer of the data package to the user, that said

request for authorization for usage of the data object has been granted.

-10 -
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113. A method as set forth in claim 112, wherein the data object is composed of at
least two constituent data objects and wherein the user set of control data, in response to a
request for authorization for usage of one of said constituent data objects by a user, is
created only for that constituent data object and concatenated only with a copy of that

constituent data object.

114. A method as set forth in claim 112, wherein the data provider's data processor
1s connected to a data network and the request for authorization is received from a data
processor of the user, which is also connected to the data network, further comprising the

step of transferring the data package through the data network to the user's data processor.

115. A method as set forth in claim 112, wherein the data object is a composite
data object including at Jeast two constituent data objects and wherein the step of creating a
general set of control data comprises the step of creating a respective general set of control
data for each of the constituent data objects and the composite data object and wherein the
step of creating a user set of control data comprises the step of creating a respective user

set of control data for each of the constituent data objects and the composite data object.

116. A method as defined in claim 112, comprising the further step of storing a

copy of the user set of control data in the data object provider's processor.

-11 -
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117. A method as defined in claim 112, comprising the further steps of:

receiving the data package in a user's data processor;

storing the data package in a memory device where it is accessible by means
of the user's data processor;

decrypting the at least one usage control element of the user set of control
data;

checking, in response to a request by the user for usage of the data object,
whether the requested usage complies with the usage defined by the at least one usage
control element of the user set of control data; and

decrypting, in response to the requested usage complying with the usage
defined by the at least one usage control element of the user set of control data, the data

object and enabling the requested usage, otherwise disabling it.

118. A method as set forth in claim 112, further comprising:
receiving the data package in a user's data processor;
storing the data package in a memory device where it is accessible by means
of the user's data processor;

decrypting the at least one usage control element of the user set of control

data;

12 -
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checking, in response t0 a request by the user for usage of the data object,
whether the requested usage complies with the usage defined by the at least one usage
control element of the user set of control data;

decrypting, in response to the requested usage complying with the usage
defined by the at least one usage control element of the user set of control data, the data
object and enabling the requested usage, otherwise disabling it; and

reconcatenating, after the usage of the data object, the data object and the one
or more usage control elements of the user set of control data, and reencrypting at least the

data object and the one or more usage of the user set of control data.

119. A system for managing a data object so as to comply with control conditions

for usage of the data object, comprising:

first means in the data object provider's data processor for creating a general
set of control data for the data object based on the predetermined conditions for usage, said
general set of control data comprising at least one or more usage control elements defining
usages of the data object which comply with the predetermined conditions;'

storing means, which are accessible by means of said data processor, for
storing the data object and the general set of control data;

concatenating means for concatenating the general set of control data with a

copy of the data object;

- 13-
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encrypting means for encrypting the copy of the data object and at least said
One or more usage control elements to create a secure data package, which is ready for
transfer to a user;

second means in said data processor for creating, in response to a request for
authorization for usage of the data object by a user, a user set of control data, which
comprises at least a subset of the general set of control data, which subset comprises at
least one of said usage control elements;

using the user set of control data instead of the general set of control data in

the storing means;

using the user set of control data instead of the general set of control data in
the concatenating means;

using the user set of control data instead of the general set of control data in
the encrypting means; and

checking means in said data processor for checking that said request for
authorization for usage of the data object has been granted before allowing transfer of the

data package 1o the user.

120. A method for managing an object so as to comply with control conditions for
usage of the object, comprising the steps of:
storing the object in a storage device, where it is accessible by means of an

object provider's electronic appliance;

- 14 -
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providing a variable number of control conditions for usage of the object;

creating, by said electronic appliance, a general set of control data for the
object based on said variable number of control conditions for usage, said general set of
control data comprising at least one or more usage control elements defining usages of
the object which comply with said variable number of control conditions,

storing said general set of control data in a storage device, where it is
accessible by said electronic appliance;

containerizing the general set of control data with a copy of the object; and

encrypting at least the copy of the object and said one or more usage control

elements to create a secure container which is ready for transfer to a user.

121. A method as set forth in claim 120, wherein the step of encrypting comprises

encrypting the object and the general set of control data.

122, A method as set forth in claim 120, wherein the step of creating control data

comprises creating an identifier which uniquely identifies the general set of control data.
123, A method as set forth in claim 120, wherein the step of creating a general set.

of control data comprises creating a security control element which identifies a security

process to be applied before usage of the object is allowed.

-15-
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124. A method as set forth in claim 120, wherein the step of creating a general set
of control data comprises creating a format control element which identifies the format of

the control data.

125. A method as set forth in claim 120, further comprising the steps of receiving in
said electronic applianée a request for authorization for usage by a user; comparing the
usage for which authorization is requested with said one or more usage control elements of
the general set of control data and granting the authorization if the usage for which
authorization is requested complies with the usages defined by said one or more usage

control elements.

126. A method as set forth in claim 125, further comprising the step of securing

payment for the requested authorization for usage before granting the authorization.

127. A method as set forth in claim 120, comprising the further steps of:
receiving the container in a user's electronic appliance;
storing the container in a storage device where it is accessible by means of the
user's electronic appliance;

decrypting said one or more usage control elements;

-16 -
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checking, in response to a request by the user for usage of the object, whether
the requested usage complies with the usage defined by the at least one usage control
element c;f the general set of control data;

decrypting, in response to the requested usage complying with the usage
defined by the at least one usage control element of the general set of control dgna, the

object and enabling the requested usage, otherwise disabling it.

128. A method as set forth in claim 127, comprising the further steps of
recontainerizing, after the usage of the object, the object and the one or more usage control
elements, reencrypting at least the object and the one or more usage control elements, and

storing the thus-recontainerized container in the storage of the user's electronic appliance,

129. A method for controlling the usage by a user of an object so as to comply with
control conditions for usage of the object, comprising the steps of;
providing a variable number of control conditions for usage of the object;
storing a container in a storage device, where it is accessible by means of an
electronic appliance of the user, said container comprising the object and control data,
which comprises at least one usage control element defining a usage of the object which
complies with the variable number of control conditions, the object and said at least one
usage control element being encrypted;

receiving a request by the user for usage of the object;

-17-
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decrypting the control data;

checking, in response to the request by the user for usage of the object,
whether the requested usage complies with the usage defined by the at least one usage
control element of the control data; and

decrypting, in response to the requested usage complying with the usage
defined by the at least one usage control element of the control data, the object and

enabling the requested usage, otherwise disabling it.

130. A method as set forth in claim 129, wherein the usage control element is

updated after the at least one usage of the object.

131. A method as set forth in claim 129, wherein said control data comprises an
indication of the number of times the user is authorized to use the object in accordance
with said at least one usage control element;

wherein the requested usage of the object is only enabled when said number of

times is one or more: and

wherein said number of times is decremented by one when the requested usage

1s enabled.,

- 18 -
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132. A method as set forth in claim 129, wherein the control data comprise a
security control element, and further comprising the step of carrying out, before each usage

of the object, a security procedure defined in the security control element.

133. A method as set forth in claim 129, wherein the step of checking whether the
requested usage compl'ies with the usage defined by the at least one usage control element
comprises the step of checking that the user's electronic appliance is capable of carrying
out a security procedure specified in a security control element of the at least one usage

control element, and if not, disabling the usage.

134. A method as set forth in claim 129, comprising the further steps of
recontainerizing, after the usage of the object, the object and the one or more usage control
elements, reencrypting at least the object and the one or more usage control elements, and

storing the thus-recontainerized container in the storage of the user's electronic appliance.

135. A system for managing an object so as to comply with control conditions for
usage of the object, comprising means for providing a variable number of control
conditions;

first means in the object provider's electronic appliance for creating a general
set of control data for the object based on the variable number of control conditions for

usage, said general set of control data comprising at least one or more usage control

-19.-



AnornepiegKbbder 0824062402 002
Applippiivation 08/409/203 205

elements definingusiageshofister objast ouvhiebl adumpiyiseeis Utetverjehle alweber ofswolreita in
condibi®ssoring means; .

sz&ringingam usdrightage mssib!abymeauswfmaigalemwcamdmdm in
storidgathombjnetizhdgtbmgnsf;ral set of control data;

contaiskrizing wseansifof contashelatang st gertonsd senefdaurof dawmvsithaa in
copyté thohyjcietg m&ns; and

encrypawgingemmfmrmxmmiagtbmmppnﬁahe abjedicndmt iRastsawidepeesr for
moreauﬂagédmmmmiermgnscmmeeatgwsmmeemgemﬁed\hbrdieisamdmgonmfmma

user container to the user.--

136. A system as set forth in claim 135, wherein the general set of control data
comprises a control data element which defines the right to further distribution of the

object by the user.

137. A system for controlling the usage by a user of an object so as to comply with
control conditions for usage of the object, comprising:
means for providing variable number of control conditions;
storing means for storing a container which comprises an object and a control
data comprising at least one usage control element defying a usage of the object which
complies with the variable number of control conditions;

means for decrypting the at least one usage control element and the object;
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decrypting the at least one usage control element of the user set of contro]
data; 143. A method as set forth in claim 141, wherein the data provider's electronic
appliance is connected to a data network and the request for authorization is received from

an electronic appliance of the user, which is also connected 1o the data network, further
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comprising the step of transferring the container through the data network to the user's

electronic appliance.

144. A method as set forth in claim 141 , wherein the object is a composite object
including at least two constituent objects and wherein the step of creating a general set of
control data comprises- the step of creating a respective general set of control data for each
of the constituent objects and the composite object and wherein the step of creating a user
set of control data comprises the step of creating a respective user set of control data for

each of the constituent objects and the composite object.

145. A method as defined in claim 141, comprising the further step of storing a

copy of the user set of control data in the object provider's processor.

146. A method as defined in claim 141, comprising the further steps of:
receiving the container in a user's electronic appliance;
storing the container in a storage device where it is accessible by means of the
user's electronic appliance;
decrypting the at least one usage control element of the user set of control

data;
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theeqeﬂﬁ@ﬁtsqdléﬁs&&%e&ﬁwmm%&eﬁww foe hAsact ang wsage control
element of the UéFéaiﬁié’,fiﬁ%ﬁ&%%aJ’gequest for authorization for usage of the object by a
user, a usEPSEYRHRBniflIRANST e s pretednfeay somplving thitp theiags of
defeptirby dhea 2t Aeastinne deas comt shamnsm gy thavereRghefsontrol data, the object
and enabling th%Eﬁ%‘ﬁ@dWs&thﬁm"éF H838HR8AH. of the general set of control data in
said containerizing step;

147. A meiding aesst ferth dRckimnddd udHEED SRBIRISHAG of the user set of control
data insted@SH YHREHE SOMBIREESTLE SRR ElaEHRRS BPRHEWSreral set of control data in
the encrypi‘iﬂg%geﬁl%ﬁﬁmai“er In a storage device where it is accessible by means of the

user's electroni¢ RpnliABCEefore allowing transfer of the container to the user, that said
request ol SRKBIRABE #5148 QN6 AL IR RAS BT af 88 user set of control
data;

142 hackiamoln ZESBPRSFIRCIA EeAnESt A, Whdish foE BAge.qS tnfRises orhathers:
lhetﬁ%%ﬂ?ﬁtﬁéﬁﬂ%ﬁj@élﬁ‘&?ﬁi%ﬁéﬂéﬁQﬂ@ﬁs@?@@?ém’oﬂﬁcﬂ‘dﬁﬁé} PPfeUSBEsCORI @Lquest for
clegrnbAL s N o 1929F 8E 9R%id constituent objects by a user, is created only for that

constituenfBEBHIA4d BbResmREsEAR hadeaussigIoran comphing Bijeche usage
defined by the at least one usage control element of the user set of control data, the object
and enablipg. the HaRsess U SBrAATNISEdisEblingdfehe dara provider's electronic
appliance is connected to a data network and the request for authorization is received from

an electronic appliance of the user, which is also connected to the data network, further
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recontiinerizing, Ahel i ulaging 9 Saich. she Shjetonis Relncs aamy
out an action, which i ified i . .
usage control eleme]ms lng&%C‘ljslglg slgt tcl)lf3 clé)sgtrrgf tc‘?a?af,cz(a)rrllctir %eq]act?yptmg at least the object
and the one or more usage of the user set of control data.

1401 A method as set forth in claim 139, comprising the further steps of updating

the at least one usa control el t 1 inerizi
148. A sys[emgfor' marI?ageixfgm frlll og}re%%cs}é) ca%ntlglgggﬁpc&m“z}mf %&H&?@Sﬁ&‘?ﬁ&ﬁa%ﬂf

the objects, each of the objects and its at Jeast one usage contr i
usage of the object, comprising: & ol element, reencrypting each

of the contained objects a d its at least i
first mea]ms fn &elo fectefgoex eru.ssa ecctc}rc')tr{f)cl %‘;%’f%%%%é'?&‘@’éﬁf?ﬁg‘%gg%ral

recontainerized objects to their owners. . . .
set of control data fgr the object based on the predetermined conditions for usage, said

general set of control data comprising at least one or more usage control elements defining

141. A method for managi i L Wi i
usages of the object Wh(leh cé?n&‘iﬂ&‘ﬁha{h‘é"ﬂ%é&%%%ﬁ?c Ogcl)%lc}llt%rtlls] ;predetermmed

conditions for usage of the ogjeﬁt, comprisi ttbe slegs of: . . .
storing'means, which. are actessitiie y means of said electronic appliance, for

. Storing the object in a storage d vice, where it is accessibl
storing the object and the gejnera set of cdmtrol dai; sible by means of an

object provider's,data processor; L ;
containerizing means for containerizing the general set of control data with a

roviding control conditions fi ject;
copy of the obfect; g 1110ns for usage of the object;

eating, b id el i i
encrypiing Mo for encrypiihg the oy P2 s5teef Smtreldate fog the. or

object based on said contro] conditions for usa§e, said Jgeneral set of 8onpol datg
more usage control elements to create a secure Containe » WhHICh 1S ready for transfer to a

cgrmprising at least one or more usage control elements defining usages of the object which

comply with said control c,ondi;ionf; . ; . .
second means in said ejéctronic appliance for creating, in response to a request

. storing said general se{ of contro] data in a storage deyic where it j
for authorization for usage of the object %y a user, a user set ot con rol datas WHicK

accessible by said electronic ﬁ?gliance; . .
comprises at least a subset of the general set of control data, which subset comprises at

containerizing the general set of control data with a copy of the object-
least one of said usage con?rol eféments; Py object;

A
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ushiFbiRaRsaRs frcehrebinghatens ysige Eeaveslestbyribsmisst eamplies
[hyg{ngﬁguﬁq&lggﬁned by said at least one usage control element;

uéRAbling means @rmapaémmﬁe@drsﬂaeg@ﬁaﬁhww dshentheusage
th@g@%g\ﬂgﬁgqﬂ% defined by said at least one usage control element; and

usiightisa.eeans frcdisabling theusags bPanesid dpatheruseEorhen haasage
ﬂf&l)@ﬂd}%fﬁ@%éﬁ@éﬁ@ usage defined by said at least one usage control element.

checking means in said electronic appliance for checking that said request for
authoriﬂa}gon“?0?3'1%52'&W%f%jé@ﬂ?%eﬁgrm%mmdgﬁﬁﬁﬂ of the
cOREORANer izingdhe abject after usage thereof.

139. A method for controlling the usage by a user of objects so as to comply with
predetermined conditions for usage of the objects, comprising the steps of: |
storing at least two containers in a storage device, where they are accessible
by an electronic appliance of the user, each said container comprising an object and a user
set of control data, which comprises at least one usage control element defining a usage of
the object which complies with the predetermined conditions, the object and said at least
one usage control elements being encrypted;
decrypting the usage control elements of the user sets of control data:
examining the usage control elements of said at least two containers to find a

match;
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